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Privacy	Statement	

1.	Declaration	of	Data	Protection	
This	declaration	of	data	protection	applies	to	all	data	collected	by	Media	Digital	Page	GbR	(abbr.	
MeDiPa)	or	product	related	websites	e.g.	Tactical	Sailing	and	services	which	display	these	terms,	as	
well	as	its	offline	product	support	services.	

2.	Responsible	Authority	
Media	Digital	Page	(MeDiPa)	is	responsible,	ascertaining	to	the	German	Law	and	of	General	Data	
Protection	Regulation	(GDPR),	in	the	person	of	Paul	Gerbecks,	Hatzfelder	Weg	11b,	D-81476	Munich,	
Germany.	In	case	of	any	questions	regarding	this	regulation,	please	contact:	
office@MediaDigitalPage.com	.	Please	submit	-	if	possible-	first	and	last	name,	e-mail	address	of	
registration	as	well	as	the	website	visited.	

3.	Collection	of	Data	
Our	websites	can	be	selected	without	any	collection	of	personal	data.	Any	data	collected	by	us	is	
solely	for	the	purpose	of	fulfilling	our	services,	terms	of	use,	license	agreement	and	order	processing.	
At	some	MeDiPa	sites,	we	ask	you	to	provide	personal	information,	such	as	your	e-mail	address,	
name,	and	address.	We	may	also	collect	demographic	information,	such	as	your	ZIP	code.	
If	you	choose	to	make	a	purchase,	we	will	not	ask	for	additional	information	at	MeDiPa,	no	
information	is	collected,	processed	or	disclosed	by	MeDiPa.	We	just	make	a	"link"	to	sellers.	We	offer	
Services	from		third	parties	and	providers,	such	as	Digital-River/MyCommerce,	Amazon,	E-Bay,	and	
specialised	dealers,	each	of	which	collects	your	data	and	presents	its	own	privacy	policy.	A	seller	of	
this	software	sends	a	copy	of	the	e-mail	sent	to	you,	also	sends	it	to	MeDiPa	to	be	registered	for	
product	support	services,	such	as	updates	of	software.	This	data	is	stored	for	the	period	in	which	you	
are	entitled	to	support,	e.g.	for	updates	of	the	software.	
	
You	can	request	additional	information	about	the	products	offered	(option)	using	a	contact	form	or	
e-mail	address.	By	using	the	contact	form	you	will	be	asked	to	provide	us	with	an	e-mail	address,	
name	and	a	message	about	your	question.	

In	order	to	access	some	MeDiPa	services,	you	will	be	asked	to	sign	in	with	an	e-mail	address	and	
password.	We	collect	additional	information	about	your	interaction	with	MeDiPa	sites	and	services	
without	identifying	you	as	an	individual.		
	
When	you	log	in	to	the	Tactical	Sailors	Lounge,	you	will	be	asked	to	sign	in	with	an	email	address,	
name	and	password.	The	future	member	of	the	lounge	receives	a	confirmation	email	after	entering	
the	email	address,	which	contains	an	activation	link.	Only	when	this	has	been	confirmed	by	clicking,	
the	express	consent	to	contact	production	by	e-mail	is	granted	and	the	access	to	further	information	
enabled	(double	opt-in	procedure).	

MeDiPa	websites	use	"cookies"	to	enable	you	to	sign	in	to	our	services	and	to	help	personalize	your	
online	experience.	We	obtain	some	standard	technical	data	by	registering	the	license	key:	e.g.	
browser,	browser	type	and	language,	operating	system,	IP-address,	MAC-address	and	Java	version	
number.	

We	offer	links	to	Youtube,	Facebook,	Twitter,	Instagram,	etc.,	in	order	–	enable	us	-		to	display	and	
offer	you	content	and	functions	of	the	social	platforms	on	our	website,	thereby	improving	our	offer	
of	information	in	such	a	way	that	makes	it	more	interesting.	We	merely	create	a	"link"	to	the	social	
platforms.	
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4.	Use		
MeDiPa	collects	and	uses	your	personal	information	to	operate	and	improve	its	sites	and	services.		
We	use	webhosting	services	from:	
-	GRAFIKBÜRO	GARBE,	Tobias	Eric	Garbe,	Platanenweg	8,	46397	Bocholt	(Germany)	
-	Mittwald	CM	Service	GmbH	&	Co.	KG,	Königsberger	Straße	4-6,	32339	Espelkamp	(Germany).	
These	uses	may	include	providing	you	with	more	effective	customer	service;	making	the	sites	or	
services	easier	to	use	by	eliminating	the	need	for	you	to	repeatedly	enter	the	same	information;	
performing	research	and	analysis	aimed	at	improving	our	products,	services	and	technologies.	
We	also	use	your	personal	information	to	communicate	with	you.	We	may	send	certain	mandatory	
service	communications	such	as	welcome	letters,	billing	reminders,	information	on	technical	service	
issues,	and	security	announcements.	Some	MeDiPa	services	may	send	periodic	member	letters	that	
are	considered	part	of	the	service.	Additionally,	with	your	permission,	we	may	also	occasionally	send	
you	product	surveys	or	promotional	mailings	to	inform	you	of	other	products	or	services	available	
from	MeDiPa.	We	will	inform	you	in	such	cases	to	cancel	sending	information	to	you.	Finally	we	will	
use	your	data,	to	protect	you	and	us	against	any	misuse	of	our	websites	and	un-authorized	access,	
which	we	will	treat	as	law	permits.	
	
5.	Sharing		
Except	as	described	in	this	statement,	we	will	not	disclose	your	personal	information	outside	of	
MeDiPa	without	your	consent.	
MeDiPa	occasionally	hire	other	companies	to	provide	limited	services	on	our	behalf,	such	as	handling	
the	processing	and	delivery	of	mailings,	providing	customer	support,	hosting	websites,	processing	
transactions,	or	performing	statistical	analysis	of	our	services.		
	
Those	service	providers	will	be	permitted	to	obtain	only	the	personal	information	they	need	to	
deliver	the	service.	They	are	required	to	maintain	the	confidentiality	of	the	information	and	are	
prohibited	from	using	it	for	any	other	purpose	than	for	delivering	the	service	to	MeDiPa	in	
accordance	with	MeDiPa’s	instructions	and	policies.	We	may	also	disclose	personal	information	as	
part	of	a	corporate	transaction	such	as	a	merger	or	sale	of	assets.	
	
6.	Security	
MeDiPa	is	committed	to	protecting	the	security	of	your	personal	information.	For	example,	we	store	
the	personal	information	you	provide	on	computer	systems	with	limited	access,	which	are	located	in	
controlled	facilities.	When	we	transmit	highly	confidential	information	over	the	Internet,	we	protect	
it	through	the	use	of	encryption,	such	as	the	Secure	Socket	Layer	(SSL)	protocol.	If	you	are	sharing	a	
computer	with	anyone	you	should	always	log	out	before	leaving	a	site	or	service	to	protect	access	to	
your	information	from	subsequent	users.	
	
	


